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�MANAGEMENT SUMMARY

This chapter provides the Standardisation Tools Guide for CoCo. It provides a framework for implementing EDIFACT in the regional projects.

The Standardisation Tools Guide is focused on four main areas:

The main components

Functional requirements for the EDI-modul and the adressing system

Requirements for the EDI-simulator

The EDIFACT MIG documentation system

The main components

The main components involved in an EDI-system are illustrated in the figure below:





�

Functional requirements

Functional requirements are specified for the following areas:

The EDI-modul

Managing the interfaces

Management and Maintenance functions

Testing facilities

External communication link

The adressing system

�The EDIFACT simulator

There is a need to test several areas before putting into operation the EDI-systems.The main testing areas are:

Message conversion 

Functional properties in the in-house applications

Error situations

This sections describe the requirements for a testing system for testing message conversion and support a set of test messages. 



The EDIFACT MIG documentation system 

An important part of the CoCo project is the implementation of standardised EDIFACT messages. The messages are normally documented in Message Implementation Guide (MIG). The Standards group has decided to us an EDIFACT tool as a help in establishin the MIGs. The name of the tool is EDI-VIEW and the name of the supplier is AVENTURA. Full name, adress and e-mail adress is to be found in the reference.



The MIG’s will be distributed to the regional standardisations groups both on paper, as an electronic Word document and for import of the EDI-VIEW tool..



�INTRODUCTION

Context

This chapter provides the Standardisation Tools guidelines for CoCo.

How to use this chapter

This chapter contains information of different levels, both for management and users, and for administrators and technicians. Information that is most suited to technicians is included in references/annexes. It is assumed that this document will be read progressively. 

Scope

This chapter describes a framework for implementing EDIFACT messages in the regions The Standardisation Tools Guide will also enable the regions to manage their implementations of EDIFACT messages to the adjacent mail box services.



�THE BASIC MODEL OF AN EDI-SYSTEM 

Introduction

The aim of this chapter is to introduce the reader to the terminology and common functionality of EDI-systems. We therefore use a basic model to explain the main issues that has to be taken into account when establishing an EDI-solution.

The main components of an EDI-system

The main components involved in an EDI-system are:



The in-house application system(s)

Internal communication system (linking the EDI-system to the in house application(s)

The EDIFACT converter system

Management of the EDI-system 

External Data Communication system, preferably VANS supplier that offer an electronic post box for every connected communication party (store and forward) 

A communication agreement that provides a communication link between the different VANS suppliers.





The different parts of an EDI-system is illustrated in the figure below:
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The internal communication functions 

link the in-house application(s) and the EDI-software. Support in this area may comprise full (automatic) routing and authorisation of messages to and from various internal systems, probably on different hardware platforms (eg inside a hospital). The internal communication function often is expected to make use of interfaces to various internal communication platforms and protocols (e. g. TCP/IP, SPX/IPX, SMTP or X.400).  



Generally an internal application produces an in-house file, which is a file containing one or more messages in internal format.  The internal communication function then downloads this file and prepares it for conversion to EDIFACT. The received EDIFACT messages are stored in a fixed place, and after conversion to in-house format, split into one or several separate files, which are to be distributed to separate in-house applications.



Linking the EDI-software and the in-house applications most often is implemented using file transfer as described above. There is a growing need in the market for the in-house applications getting more direct control of the EDI-software. This might be achieved by using an Application Programming Interface (API), and there are several groups working with standardising such API’s.



Conversion to and from EDIFACT

The part of the EDI-software that performs the conversion function is called the converter. The converter constructs messages from an in-house format, generally stored in an in-house file, into the EDIFACT standard and vice versa. The conversion from the in-house format into EDIFACT is commonly known as construction and the conversion backwards often is called translation.

The more flexibility the converter offers with respect to the structure of the in-house file as compared to the structure of the EDIFACT-file, the less modifications to the (existing) applications are required to produce such a file.



External communication

This part of the EDI-software forms the interface to the external network for transmission of EDIFACT interchanges to communication partners. Usually, when implementing EDI, one chooses an electronic mailbox service, a MHS (Message Handling System). The electronic mailbox-services are using a store- and forward- technique that allows the transmission of messages even if the recipient computer is not available. Some of the CoCo pilot sites might prefer to use direct lines to their communication parties  



Management

The provision of management functions is an important part of the EDI-software. These functions are especially important in the unattended mode of operation, when EDI-system is set up for automatic operation. 



EDI-system should offer the following facilities:



Logging files 

Audit trials

Backup and security functions

Restore and restart

Error reporting

Status reporting

Maintenance of tables



The ease of operation of the total EDI-system is heavily dependent on how well these management functions are integrated with the local in-house application(s). This issue is particularly important for EDI-systems in the GP-office, where the local EDI knowledge is expected to be very low.













�FUNCTIONAL REQUIREMENTS FOR EDI

The EDI-modul

The main focus in the EDI-module is the converter. The converter constructs messages from an in-house format, generally stored in an in-house file or database, into EDIFACT format and vice versa. See UN/EDIFACT Syntax Rules []UNEDI-2]. The basic functions of an EDI-system is shown in the figure below: 
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The basic parts of The EDI-system is:  



The in-house format 

The EDIFACT message format

The interface to the in-house application(s) and communication

The interface to the external communication

The conversion process

Management and administration

In order to transfer files electronically, the EDIFACT converter applies a mail box service, preferably using a X400 protocol. This mail box service wraps the information to be transferred in an electronic “envelope” that keeps the information together, keeps it safe from loss or corruption, and holds the address of the final destination to which the contents must be conveyed.

The conversion process

Basically the conversion process covers to aspects:

These are:



syntactical conversion

semantic conversion



Syntactical conversion

During the syntactical  conversion the messages in the internal format are converted to syntactically correct EDIFACT messages. This means that the result obeys the message structure diagram and uses the right character set. In addition, the converter may generate the service segments or some specific data-element values, like control counts, the hash totals and the reference numbers.



Special attention should be paid to sequence conversion. Often the order of the fields and the records in the in-house file differs form the segment and data element order in the EDIFACT message. A converter that supports sequence conversion allows the in-house application to use its own filed and record sequence that might differ from that of the EDIFACT message. A similar problem rises if data from several (adjacent) records has to be put in only one segment. The more flexibility the converter offers with respect to the structure of the in-house file, the less modifications to the existing applications are required to produce such a file. 



Semantic conversion

Semantic conversion includes the correct processing of qualifiers included correct values, conversion of units, lower case-capital conversion, adjustment of length and precision of data elements. Code conversion also belongs to this category. The converter may automatically convert local code values to the standard codes using code tables.



Processing of qualifiers 

Qualifiers specify the function of a generic (composite) EDIFACT data element or segment. Normally, the in-house applications do not use qualifiers. From the context or the type of a record in the in-house file, the converter should therefore derive the appropriate qualifier value, and add this to the corresponding segment or data element in the EDIFACT message. 



When translating from EDIFACT to in-house file the converter should automatically be able to delete the qualifier and move the element, resp. segment to the correct field resp. record  depending on the value of the qualifier.

Management of different versions of EDIFACT messages.

The health care sector is on the starting point using EDIFACT messages on a broad scale. This means that there is a need to handle different versions of the same message for different communication parties, and to handle messages that has not reached a stable status in the UN EDIFACT catalogues (user defined messages). For one single communication party there even might be a need to handle various message types that is not published in the same UN EDIFACT catalogue. 



There is a strong requirement for the EDI-converter to support these different situations, even though the CoCo messages preferably should be published based on only one UN/EDIFACT catalogue (D96 B), see Reference [UNEDI-1]. The reason for this is both local needs in the user communities and the European support for common national security messages.  



Flexibility in operation

The central theme here is the required structure of the in-house file. The more flexibility the converter offers with respect to the structure of the in-house file(s) as compared to the structure of the EDIFACT-file, the less modifications to the (existing) applications are required to produce the EDIFACT file.



The order of records and fields in the in-house file should be independent of the order in the EDIFACT message file

It should be possible to split one record in the in-house file into multiple segments in the EDIFACT message and vice versa

It should be possible to link together several in-house files to one EDIFACT message file

It should be possible to group different messages types to interchanges by recipient



The provision of grouping and splitting is important for efficiency reasons, and will also cut down on communication costs, e.g grouping different types of messages to one interchange by recipient.  



Managing the interfaces

The EDI-module has to interface both to the in-house application system(s) and  the external communication system. The flexibility and ease of these interface operation is significant for the total cost of implementing the EDI-system.
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The in-house application interface 

Linking the EDI-software and the in-house applications most often is implemented using file transfer. Support in this area may comprise full (automatic) routing and authorisation of messages to and from various internal systems, possibly on different hardware platforms. Generally an in-house application produces an in-house file. The internal communication function then downloads this file and prepares it for further processing, for instance conversion. The received EDIFACT messages are stored in a fixed place, and after conversion to in-house format, split into one or several separate files, which are to be distributed to separate in-house applications.



The situation described above is typical for a large hospital where there may be a need to serve multiple partners and multiple applications. 



There is a growing need in the market for the in-house applications getting more direct control of the EDI-software. This might be achieved by using an Application Programming Interface (API.) There is yet little use of such API’s but some user organisations are working on it.



The external communication interface

Usually, when implementing EDI, one chooses an electronic mailbox service, a MHS (Message Handling System).  The interface to the mail box system might be file transfer, database, API or program to program communication.

For proprietary electronic mail box systems a vendor dependent API often is supported.

Management and maintenance functions

The provision of management functions is an important part of the EDI-software. These functions are especially important in the unattended mode of operation, when the EDI-system is set up for automatic operation.  



The requirements for management and maintenance functions will be different for a GP-office and a large hospital. For a GP-office it is important that most of the daily management functions is supported as an integrated part of the in-house application. A large hospital would have other requirements and may want to set up the EDI-gateway as a stand alone application with full management and maintenance functions.



The EDI-system should offer ways to monitor the message flow.  The EDI-system should offer the following facilities:

Logging files and error handling

Audit trails

Backup, restore and restart 

Security functions

Maintenance of tables, partner profiles etc



Logging files and error handling

The logging files must cover both the messages which are sent and the messages received: 

There must be a possibility to find a message via several different entries  (message type, partner, date, chronological)

The logging files should support matching of EDIFACT messages to the adjacent acknowledgement messages 

The logging files should present the messages both in EDIFACT format and in in-house format, both on screen and in printout

Error reporting should be supported both on screen and in printout.

Error handling should be made in such a way that the whole interchange should not be rejected if there is a syntactical error in an EDIFACT message

Acknowledgement and error handling

There are generally several options to manage acknowledgement and error handling. There is a need for the user community in each country to decide on acknowledgement and error handling. Otherwise it might happen that rejection of erroneous messages is handled by storing them away and taking no further action.�

There are generally several options open:



The EDI modules error logging has to be handled manually by contacting the sender by phone or fax

Using X.400 receipt and delivery notification. This option is only open for healthcare when X.400 is used as the transport for messages. This option will give no information to the sender about Syntax or application errors.

Using a specific EDIFACT message to make acknowledgement. So far there is not developed specific EDIFACT acknowledgement messages for healthcare purposes, so this is for the time being not an option for healthcare

Using a CONTRL message (syntax and service report message). A CONTRL message is a service message and should be generated automatically by the receivers EDIFACT converter 

Using the general APERAK message (Application error and acknowledgement message) which is generated from the receivers in house application



CONTROL - syntax and service report message

When receiving an EDIFACT message the EDIFACT-converter should be able to return a positive or negative CONTROL-message, depending on syntax cheque in the recipients EDI-converter. The user community in each country/ pilot site has to agree on, if and how to use CONTROL as an acknowledgement and error message:



Positive CONTROL message indicates that the recipients EDI-converter has translated the incoming message correctly and sent it over to the in-house application.

Negative CONTROL message indicates that the recipients EDI-converter has found syntactical errors in the message, and the nature of the syntactical error(s)

The user community may choose to use both Positive and Negative CONTROL messages , or perhaps only negative CONTROL. A CONTROL message can report both on message level and on Interchange level. The user community has to choose between these options. We would advice to use Negative Control only on message level.



It is possible for the sender to put a mark in the EDIFACT message that tells the recipients EDI-converter to send a CONTROL message as an acknowledgement. Because of this, there is a requirement for the EDI-converter to support automatic generation of positive and negative CONTROL messages.



Be aware that CONTROL only can report on EDIFACT syntax. A positive CONTROL  message does not certify that the recipients in-house application has been able to read and understand the message. 



For more information on CONTRL, see References [UNEDI-3]

Acknowledgement and error-handling - the use of APERAK

For application acknowledgement it is possible to use the Application error and acknowledgement message (APERAK). 



The function of the APERAK message is: 

to inform a message issuer that his message has been received by the recipients application and has been rejected due to errors encountered during its processing in the application.

o acknowledge to a message issuer the receipt of his message by the recipients application



A message being first controlled at system level (CONTRL) to detect syntax errors and to acknowledge its receipt is then transmitted to the application process to be processed.  If an error is detected at the application level, which prevents its complete processing, an APERAK message is sent to the original message issuer giving details of the error(s) encountered.   



If no error has been detected and when an acknowledgement is necessary (when no dedicated answer to the original message exists) an APERAK message is sent .  In case of acknowledgement the APERAK message may be automatically or manually processed at recipient's discretion. For more information on APERAK, see References [UNEDI-4

Audit trails

Audit trails should support the ability to trace the life of one particular message form application to application. Such audit trails need various cries references to trace the relations of messages to persons, applications, communication sessions, sender, recipient, etc. 

It is important that the audit trails is available at least in printout.   



Backup, restore and restart

The EDI-system should support backup, restore and restart facilities for all logging files. There is a need for supporting manual restart of the conversion and transmission process if something fails.



Security functions

The requirements for the security functions are being presented in chapter 1.5. 

Security functions are focused on three main areas:



Connection security, that deals with the constitution of logical health telematics networks over open, commercial networks 

Message security concepts applied on EDI-messages in order to enforce secure and trustworthy exchange of message between parties of a healthcare user community, ensuring confidentiality, integrity and authenticity.

System and application security controlling the purpose and legitimacy of the message flow in terms of authorisation and accountability.



Important parts of the security functions are:



User access control to the in-house application and the EDI-module

Logging and audit trails

Authentication of incoming messages

Check on received acknowledgements.

Encryption of messages



For further information on Security, see l1.5, Security guide.



Maintenance of tables, partner profiles etc.

Most EDI-converters are table driven. Thus there is a need for updating and maintaining the tables. 



A converter may use separate tables to define:

the structure of the EDIFACT message

the structure of the in-house file format

a mapping table showing the conversion rules between in-house format and EDIFACT and vice versa

subsets of the EDIFACT messages (specifying qualifiers, default values, deviating rules with respect to mandatory/conditional, or the number of repetitions)

code conversion

partner profiles

encryption tables



Simple maintenance of these various tables is important both for the end-user and for the vendor of the EDI-module and the in-house application system. The user interface for updating these tables should therefore be either menu-driven or based on a Windows based user interface.



�External Communication

This part of the EDI-software forms the interface to the external network for transmission of EDIFACT interchanges to communication partners. EDI imposes several requirements on the communication mechanism, such as reliability, availability, connectivity of participants and tractability of electronic documents through the system. On the basis of these requirements, the CoCo user community is  advised to use an electronic mailbox service, a MHS (Message Handling System) for the transmission of EDI-messages. 



In order to link the local EDI-system to the mailbox service several transmission alternatives might be used:



Dial up lines using modem 

ISDN-lines using ISDN-routers or ISDN-cards

X.21 (Datex) or X.25 (Datapak)

ATM, Frame Realy or other new services 



The communication protocols to be used over these transmission lines is basically message handling protocols (e.g. X.400, SMTP or proprietary) or file transfer protocols (e.g. FTP, Kermit, SNA/RJE). 



The advantages of mail box services

The mail box services have several advantages as compared to setting up direct lines between the communication parties:



It is sufficient to link each of the communication parties to one other party: the mailbox service. With one communication link, the sender may send messages to multiple recipients

The electronic mailbox-services are using a store- and forward- technique that allows the transmission of messages even if the recipient computer is not available

The electronic mail box service will support various communication protocols for linking the user to the mailbox service. Thus it is easier to use external communication links that are already in use for other purposes.



Choosing a mail box service

The marketplace provides various alternatives for delivering  an electronic mail box service. The market situation in different countries in Europe is not the same, so the best choice in one country may not be the best choice in other countries.



There are basically three different ways of setting up the mail box services:�

Setting up a X.400 message handling system with complete protocol connectivity from the remote User Agent at the senders computer to the remote User Agent at the recipients computer. 

Using VANS suppliers (Value Added Network Services), that may use any message handling system. There is usually no complete protocol connectivity from the sender to the recipient. Users are usually linked to the mail box service with  a file transfer protocol.  

Using Internet mail (Simple Mail Transfer Protocol) as the message handling system. It is expected that complete protocol connectivity from recipient to sender may be available by summer 1997.



These three different alternatives basically support the same functional requirements, but there are differences. It is important to notice that the automatic acknowledgement and notification messages that is a part of the X.400 message handling system, is not for the time being supported by the other alternatives.



When choosing between these different alternatives one should take into account that security issues as encryption and electronic signatures may be difficult to establish if the messages are crossing the borders between different VANS suppliers, or crossing the borders between e.g. an Internet message handling system and an X.400 message handling system.  



For the time being there is only EDI over a X.400 message handling system that is  based on standards that are openly published.  This situation may change within next summer. The IETF (Internet Engineering Task Force) has established a working group which is mandated to work out a RFC for secure EDI over Internet mail (SMTP using MIME for enveloping). The first version of the RFC is already available: «Applicability statement for MIME based secure EDI» (draft-ietf-ediint-asl-01.txt, 19.10.96). The RFC is expected to be finished by February 1997, and commercial implementations are expected next summer (1997). For information on EDI over internet, see References [IETF-1]



Recommendations for mail box services

The CoCo partners are advised to choose a X.400 messaging handling system. 



The figure below illustrates how an X.400 addressing system is established for communication within the healthcare and National Insurance sector in Norway. 



�

In countries where X.400 mail box services are not available at an acceptable price, there is a possibility of looking at the emerging «Secure EDI over Internet standards». There is a possibility that the Internet alternative will support better connectivity between end users at a lower price than VANS suppliers using various message handling systems.  



Recommendations for using X.400 MHS for EDI

The X400 protocol is not a single protocol but a collection of X.4nn protocols intended to handle documents of any type from a simple mail messages right up to full scale EDI interchange transfers.



The figure below illustrates the different X.400 protocols and the way these protocols are being used:



P1 protocol - From MTA to another MTA (Message Transfer Agent)

P3 protocol - Between UA and MTA, and between MS and MTA. (UA= User Agent represents each individual user , MS= Message Store holds the post boxes for each individual user)

P7 protocol - Between UA and MS (P7 is the protocol used for linking up remote stand alone users to the mailbox service)

P2 protocol - Between UA's (Inter Personal Message format). P2 is the protocol that ensures connectivity form one end user to another end user.

.
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There are two ways of establishing EDI over a X.400 Message Handling System:



P2 approach  (Interim solution using Inter Personal Message Format)

PEDI protocol: contained in ITU-T (formerly CCITT) X.435 and F.435 standards



There is little support of the PEDI protocol from  many of the commercial suppliers of X.400 MHS. therefore the PEDI alternative is not recommended for the time being.



The P2 Approach is defined by CEC TEDIS conventions and is based on MHS(88).  Several European countries has their own recommendation on the P2 approach as a part of  national OSI recommendations (e.g. GOSIP, NOSIP). The use of the P2 protocol supports connectivity between the remote user Agents at the receiver and the sender.



The P2 approach implies that EDIFACT interchange is transported as the body part of an Inter-Personal Message (see Figure). Some information (Interchange Reference, Originator and Recipient Address and Subject) are duplicated in the Heading part of Inter-Personal Message.





�

The P2 approach



The advantages of the P2 approach are: 

it allows the utilisation of the Message Store functionality’s and other useful features of MHS(88)

it makes use of a standard X.400 communication system (Remote User Agent) for linking the sender and the receiver to the mail box services.



The addressing system

There is a requirement for a unique addressing scheme to link General Practitioners, Health care administrations, hospitals, pharmacies and home care services together. There is a need for unique addressing both for the organisations and sometimes also the physicians and other health care workers. 



The need for an adressing scheme has two main aspects:

For routing purposes for the External Communication link

As a unique adressing tag for use in the EDIFACT messages and the  local applications

�Routing purposes

When the mailbox service is based on X.400, there is a possibility to use the unique addressing scheme in the X.400 system. 



This addressing scheme has the following structure: 

 

Country Code

ADMD (Administration Management Domain

PRMD (Private Management Domain)

Organisation Name

Organisational Unit 

Sure Name

Given Name



In addition it is also possible to put the name of the In-house application in the subject on the envelope header in order to help the in-house internal communication between the EDI-module and the different in-house applications. This is particularly useful if the EDIFACT interchange is encrypted.



If the store and forward system is based on Vans suppliers and different MHS protocols, the routing addressing scheme has to be negotiated with and managed by the VANS suppliers.

Unique addressing within the EDIFACT message and the applications

This X.400 addressing scheme is good for routing purposes. For unique identification of sender and receiver as a part of the data content in the EDIFACT messages, the X.400 addressing scheme is not well suited (too many characters).



When choosing an addressing scheme for this purpose, there is basically three choices that are open to the CoCo partners:

National standards for EDI addressing schemes that may be implemented for the health care sector or for public sector as a whole in the country.

International standard addressing schemes that is unique world wide. The most commonly used addressing scheme world wide is EAN location number [REF]

Locally assigned addressing schemes



What option to chose depends on the scale and properties of the CoCo project in each country. For large scale national or regional projects with a large number of participants we recommend to chose between the two first options.

In Denmark the National Health Authorities has chosen EAN location number as the common national addressing system. 



In Denmark the EAN location numbers was evaluated to be the best suited among several alternative coding schemes. This may be a good choice also for the CoCo pilot sites. 



The format of the EAN location number is:



	P1  P2  P3   LLLLLLLLL K



P1P2 - defines the national number administration allocated by EAN International.

P3 - defines the number series for location number and is allocated by EAN in each country

L - Defines the location number and is allocated by EAN in each country (or delegated to an organisation as in Denamrk

K - is the chequing digit



After establishing an EDI-secretariat, the Danish National board of Health received from EAN Denmark a bank of 11000 location numbers. The allocation of codes was administered by the EDI Secretariat. Using the EAN location number means a 13 digit addressing scheme in the sender and the receiver files of the message, and the generation of the control digit using their EAN algorithm. At the same time, the identification code of the health care person sending and receiving the messages was also inserted. (GP Identification is mandatory by Danish legislation)  



The location numbers were divided into logical intervals. Five logical intervals were defined as follows:

The EDI-secretariat, Software suppliers, Counties, local authorities and health care administrators in general

General Practitioners and Medical Specialists

Pharmacies

Hospitals, departments & divitions within departments, medical laboratories

Reserved area for future use.



The EDIFACT simulator - testing facilities

Background

Testing is an important issue in implementing new messages or updating existing messages. Implementing EDI-systems in the healthcare sector is a complex task that may involve many communication parties, several messages and versions, many  applications, application suppliers and communication systems. This situation makes et even more important to undertake a thorough testing before the EDI-module is put into operation.



An EDI-interchange involves at lest three parties:



The sender and the involved in-house application(s) and EDI-module

A communication system provider (preferably electronic mailbox system)

The recipients and the involved in-house application(s) and EDI module 



The complex testing environment highlights the need for better testing facilities for the involved suppliers of end-user applications and EDI-systems. 



The main objectives for better testing facilities are:



Make it possible for the application suppliers to develop healthcare  applications in a more effective and cheaper way

Enable a more effective and chapter testing environment for the suppliers of end-user applications and EDI-systems



Recommendations for testing EDI-implentations 

It is recommended that testing is done according to a planned procedure:



Analyse the possible consequences of the planned changes

Identify user functions that require special testing

Develop a plan for the testing co-ordinated with involved suppliers to the recipient and the sender (application suppliers, EDI-suppliers)

Develop a plan for having the changes into normal operation in the user community.



The plan for testing should follow these recommendations: 

If possible the different components of the EDI-module should be tested separately.

If possible several EDIFACT messages that covers most user functions should be made available for all the EDI and application suppliers for testing purposes. The 

Testing should cover all normal user functions and possibly also various error situations that may occur under normal operation

The testing facilities should be integrated in the normal operation of the EDI-module, in such a way that it is available under normal operation, but as a separate function.

Interactive creation of test-messages as a function in the testing simulator system is an advantage

Testing of an EDI-message should involve all the Application suppliers that is involved in the user community



The scope of the EDI simulator 

There is a need to test several areas before putting into operation the EDI-systems. The main testing areas are:

Message conversion 

Functional properties in the in-house applications

Error situations



Even though all areas are equally important, the EDI simulator is primarily intended to be helpful in the testing of message conversion. The main purpose of this chapter is to look at basic requirements for message conversion testing. 



Piloting in real user offices  will be necessary after the testing period, because there will always be problems that could not be foreseen in the testing situation.

Message conversion

The message testing will ensure that 

the information content is correctly mapped for the in-house format into the EDIFACT message by the senders EDI-system

and that the EDIFACT messages are received and mapped correctly from EDIFACT to the proper in-house format by the recipients EDI-system 



The message conversion testing may also involve testing of acknowledgement messages as CONTROL and/or APERAK



Functional properties in the in-house applications

This testing area will ensure that the functional properties in the in-house applications is in line with the requirements form the EDI-module. 



This testing area will involve all the application suppliers that are involved in the in-house application area of the senders and recipients. The regional pilot sites should agree on a list of functional criteria that the functional testing is going to prove right. This will make it much easier for the various application and EDI-suppliers to fulfil their obligations.



Testing Error situations'

The objective of testing in this area is to test how the EDI-module will act in error situations, and find out if the actions taken by the EDI-module is adequate fin this error situation. Error situations may be for instance errors in EDIFACT syntax, errors in addressing, or break down of the communcation system (particularly modem based dial up lines).



It is important to ensure that a break down of the communication system does not lead to sending the same messages two times. 



Requirements for the EDI-simulator

The EDI-simulator should be able to support the following requirements:



Supporting the facilities for conversion testing of  EDIFACT messages that is received by the EDI-simulator 

Support a set of test messages and send it to the EDI.system that is performing the test.   



Message conversion testing

This services should support the syntax validation of EDIFACT messages produced by the senders EDI-module. 



It should be possible to get a syntax validation of

mandatory segments as compared to the EDIFACT MIG for the message and the ISO 9735 standard

mandatory data elements in any segment

coding schemes that is used in the message

The length of data elements

message structure and repetitions in groups and segments



The result of the syntax validation should be returned to the sender in a positive or negative CONTROL messages 



Supporting a set of test messages

This service should support generation of test messages, and could therefore also be used by the application suppliers and the end user community for testing de EDI-modules. 

The CoCo project has to define the content of these test messages, possibly as a part of the EDIFACT MIG's.



It should be possible to get the following support from the test service as a response on an inquiry for instance in e-mail:

a list of the EDIFACT messages that are available

one particular message sent to the senders e-mail address 

User help for the test service





Organising the EDI simulator

Organising this EDI-simulator as a common service in the whole CoCo area is a difficult task. KITH are looking into a solution where most of the requirements could be supported by the EDIFACT MIG documentation system.



Other possible suppliers might be nation wide VANS suppliers or EDI-suppliers. 



�THE EDIFACT MIG documentation system

Introduction

An important part of the CoCo project is the implementation of standardised EDIFACT messages. The messages are normally documented in Message Implementation Guide (MIG). 



A Standards group is established within CoCo with representatives for the organisations which make the EDIFACT messages in CoCo. In each region there will be a regional standardisation group, which have the responsibility for customizing the CoCo standard messages to regional/national circumstances. 



In order to support the standards group and the Conversion to regiona use, the CoCo project has made an agreement with a commercial supplier for the delivery of a tool for documentation of the EDIFACT MIG’s. The name of the tool is EDI-VIEW and the name of the supplier is AVENTURA. Full name, adress and e-mail adress is to be found in the reference. The Standards group has decided to use EDI-VIEW for MIG documentation. 



The MIG’s will be distributed to the CoCo partners both on paper, as an electronic Word document and for import of the EDI-VIEW tool. The regional Standardisation groups will be able to use the EDI-VIEW tool for translating from english to national language and for customising the CoCo MIGs to regional/national specifications. This include translation, references to national classification systems and local coding sets, adjustment of Consensus lists etc. This work could also be done in a Word document with a word processor, but the worl load of future updating will be much heavier in a word processing system than in the EDIFACT tool.

Hardware and Software requirements

To get EdiVIEW 2.0 for Windows running, you need:

	Windows 3.1 or higher

An 80846 DX2 machine (Pentium-based machine recommended)

A hard disk with 5 MB available disk space (disk space required will vary depending on the number of EDIFACT Directories and Messages installed)

At least 8 MB of memory (16 MB is recommended)

A Windows-compatible mouse

A Windows word processor fully supporting RTF- and WMF-formats, and DDE Execute commands

�Functional properties 

EdiVIEW for Windows includes a number of powerful features for increased productivity:



Quick and easy access to EDIFACT Directories, Messages, Segments, Data Elements, Code Values, Description, Notes, etc.

View information with your choice of Primary and Secondary Languages, i.e. if Primary is not available, use Secondary.

Visual graphical point-and-click views of Message Diagrams and Segment Definitions.

Support for Borland Database Engine, providing secure, high-performance database access.

Add, Delete, Modify, LinkTo and BreakLink features on any object attached to any EDIFACT element, enabling the use of a single text object at any number of locations within the Message or other Messages.

Output Message Diagrams to Windows Metafiles; Message Tables, Segment Definitions, Segment Examples and Code Value listings to RTF- (Rich Text Format) or ASCII-files.

Exchange graphics and text files automatically on the fly with Windows word processors such as Microsoft Word and Corel WordPerfect, enabling changes made within the EdiVIEW environment to automatically be reflected in the document.

Support for virtually any layout for output to text documents by modifying and customising your own RTF templates.

Perform EDIFACT syntax error checking on Segment Examples, and even do checking for any discrepancy compared to the implementation guidelines.



EDI-VEW uses the following conventions for the EDIFACT elements:

Directory

Message

Segment Group

Segment

Composite

Data Element (may also include Composites)

Code Value



For information on EDIFACT syntax, see Reference [UNDI-1] 

For more information on EDIVIEW, see Installation and Users guide.



�REFERENCES

UN/EDIFACT directories, messages standards and syntax



[UNEDI-1]�UN/EDIFACT directories and standards look in the following web-site:

http://www.unicc.org/unece/trade/untdid/

��[UNEDI-2]�UN/EDIFACT (ISO 9735) Syntax Rules, look in the following web-site in Part 4:

http://www.unicc.org/unece/trade/untdid/

���UNITED NATIONS RULES FOR ELECTRONIC DATA INTERCHANGE FOR ADMINISTRATION, COMMERCE AND TRANSPORT

Chapter 1 Introduction 

Chapter 2 General information 

2.1 Establishment of United Nations Standard Message types (UNSMs) 

2.2 UN/EDIFACT syntax rules (ISO 9735-latest version) 

2.3 UN/EDIFACT syntax implementation guidelines 

2.4 UN/EDIFACT message design guidelines 

2.5 Version/release 

2.6 General introduction to UNSM descriptions 

��[UNEDI-3]�CONTRL 	Syntax control message - look in the following  web-site:

http://www.unicc.org/unece/trade/untdid/sessdocs/r1186.htm

��[UNEDI-4]�APERAK 	Application error and acknowledgement message-  look in the above web-site in D96B directory

��[UNEDI-5]�MEDRPT  Medical service report message - look in the following web-site http://www.unicc.org/unece/trade/untdid/in the D96B directory

��[UNEDI-6]�MEDREQ Medical service request message - look in the following web-site http://www.unicc.org/unece/trade/untdid/in the D96B directory

��[UNEDI-7]�MEDPID Person identification message - look in the following web-site http://www.unicc.org/unece/trade/untdid/in the D96B directory



������

CEN TC251 Standards



[CENTC251-1]�Information models for messages :  (ENV,s and prENV' submitted from CEN TC251 WG3) look in the following web-site: http://www.imc.exec.nhs.uk:8000/tc251/wg3/working/

��[CENTC251-2]�ENV 1613 Messages for exchange of laboratory information��

The documents listed below are now complete and in the the ballot process: 



[CENTC251-3]�prENV 12539 - Request and report messages for diagnostic service departments (PT3-022) 

��[CENTC251-4]�prENV 12612 - Messages for the Exchange of Healthcare Administrative Information

��[CENTC251-5]�prENV 12538 Messages for patient Referral and Discharge (PT3-024) 

��[CENTC251-6]�Method for the development of Healthcare messages (PT3-025) 

��[CENTC251-7]�prENV 12537-1 - Registration of Information Objects Used For EDI in Healthcare (PT3-018) 

��[CENTC251-8]�prENV 12537-2 - Procedures for The Registration of Information objects used for Electronic Data Interchange



��IETF - Internet RFC



[IETF-1]�Information on emerging standards for EDI over internet is located in Web-site: http://www.imc.org/ietf-ediint/



��Aventura Systems - address information

phone:	 +47 22 22 13 11

fax	 +47 22 22 31 80	

Contact person: Runar Tennfjord, email: runar@aventura.no

address:

Postbox 70 Grefsen

0409 Oslo

Norway



�APPENDIX A - UN/EDIFACT GLOSSARY



INTERCHANGE�Communication between partners in the form of a structured set of messages and service segments starting with an interchange control header and ending with an interchange control trailer��INTERCHANGE CONTROL HEADER�The service segment starting and identifying an interchange��INTERCHANGE CONTROL TRAILER�The service segment ending an interchange��ISO�International Standardisation Organisation��MANDATORY�A statement in a segment or message directory which specifies that a segment, a data element, a composite data element or a component data must be used (cf. Conditional)��MESSAGE�An identified and structured set of data elements covering the requirements for a specified type of transaction, e.g. invoice, as described in a message specification; a message starts with a message header and ends with the Message trailer��MESSAGE DIRECTORY�A listing of identified, named, described and specified message types��MESSAGE HEADER �The service segment starting an uniquely identifying a message��MESSAGE TRAILER�The service segment ending an message��NESTED SEGMENT�A segment which directly relates to another segment in an identified and structured group of segments covering the requirements for a specific message type��QUALIFIER�A data element whose value shall be expressed as a code that gives specific meaning to the function of another data element or a segment��REPEATING SEGMENT�A segment which may repeat in a message as specified in the relevant message type specification��SEGMENT�A predefined and identified set of functionally related data elements values which are identified by their sequential positions whitin the set. A segment starts with a segmenttag and ends with a segment terminator. It can be a service segment or a user data segment��SEGMENT CODE�A code which uniquely identifies each segment ac specified in a segment directory��SEGMENT GROUP�The specification of an hierachical set of segments and /or segments groups to identify their necessary relationship within a message��SEGMENT TAG�A composite data element, in which the first component data element contains a code which uniquely identifies a segment as specified in the relevant segment directory. Additional component data elements can be conditionally used to indicate the hierarchical level and nesting relation in a message and the incidence of repetition of the segment��SEGMENT DIRECTORY�A listing of identified, named, described and specified segments��SERVICE DATA ELEMENT�A data element used in service segments��SERVICE SEGMENT�A segment required to service the interchange of user data��SIMPLE DATA ELEMENT�A data element containing a single value��SYNTAX RULES (ISO 9735)�Rules governing the structure of an interchange and its functional groups, messages, segments and data elements��TAG�A unique code for the identification of a message, segment or a data element��TRIGGER SEGMENT�A mandatory, non-repeatable segment type which starts a segment group��UN/ECE WP.4�The United Nations Economic Commission for Europe’s working party number four on facilitation of international trade procedures - the umbrella committee under which UN/EDIFACT is developed��UN/ECE WP.4 GE.1�UN/ECE WP.4 Group of experts 1 - the United Nations group which develops UN/EDIFACT��UNSM - UNITED NATIONS STANDARDS MESSAGE�A message which complies with the rules and directories in the United Nations Trade Data Interchange Directory (UNTDID) and has been approved by the United Nations Economic Commission for Europe (UN/ECE) as Status 2 message��





�APPENDIX B - Contact Names for Work Package Activities





Package�Contact �Organisation��L1 - EDI Link�Knut Bernstein�MEDCOM (DK)��L1-0 CoCo Project Overview�Knut Bernstein�MEDCOM (DK)��L1-1 Regional Project Guide�Mike Turner�CSC OC (UK)��L1-2 Technical Communication Guide�Mike Turner�CSC OC (UK)��L1-3 EDIFACT Messaging Guide�Knut Bernstein�MEDCOM (DK)��L1-4 Multimedia Messaging Guide�Helmer Rahms�GBT (SP)��L1-5 Security Messaging Guide�Astrid Vik�KITH (NO)��L1-6 Standardisation Tools Guide�Astrid Vik�KITH (NO)��L1-7 Software Supplier Guide�Mike Turner�CSC OC (UK)��L1-8 Porject Handbook�Knut Bernstein�MEDCOM (DK)��L1-9 Courses�Ib Johansen�FYNCOM (DK)��L1-10 Message Implementation Guides�Knut Bernstein�MEDCOM (DK)��L1-11 EDIFACT Messaging Guide�Jose Gonzalez�TELEFONICA (SP)��L2 - Primary Care Link�Lesley Boydell�EAST BELFAST  (NI)��L3 - Multimedia Link�Helmer Rahms�GBT (SP)��L4 - Validation�Peter Moorman�ERASMUS (NL)��L5 - External Cooperation�Carmen Ceinos�CHC (SP)��





CoCo Health Telematics Project	Standardisation Tools Guide (L1-6)





EDI Work Package 	Page 6- �SIDE�i�	DraftFinal Version 0.14

EU Fourth Framework		FebruaryOctober 19976



CoCo Health Telematics Project	Standardisation Tools Guide (L1-6)





EDI Work Package	Page 6- � SIDE �30�	FinalDraft Version 0.24

EU Fourth Framework		FebruaryOctober 19976



EDI Work Package	A 6- � SIDE �2�	DraftFinal Version 0.24

EU Fourth Framework		February 1997July 1996



The CSC Oxford Consortium	CoCo

Support Services Division	Terms of Reference





EDI Work Package	B 6- 1	FinalDraft Version 0.24

EU Fourth Framework		FebruaryJuly 19976










